SAMPLE SOURCE CODE

AdminLogin

<!DOCTYPE html PUBLIC "-//W3C//DTD XHTML 1.0 Transitional//EN" "http://www.w3.org/TR/xhtml1/DTD/xhtml1-transitional.dtd">

<html xmlns="http://www.w3.org/1999/xhtml">

<head>

<title>A Shoulder Surfing Resistant Graphical Authentication System</title>

<link href="css/styles.css" rel="stylesheet" type="text/css" media="all" />

</head>

<body>

<div id="head">

<div id="head\_cen">

<div id="head\_sup" class="head\_pad">

<p class="search">

<label>SEARCH</label>

<input name="search" type="text" class="txt" />

<input name="search-btn" type="submit" class="btn" value="SEARCH" />

</p>

<h1 class="logo"><a href="index.html">SSRG</a></h1>

<ul>

<li><a href="index.html">Home</a></li>

<li><a class="active" href="#">Admin</a></li>

<li><a href="userlogin.php">User</a></li>

<li><a href="register.php">Register</a></li>

<li><a href="homepage.php">Logout</a></li>

</ul>

</div>

</div>

</div>

<div id="content">

<div id="content\_cen">

<div id="content\_sup" class="head\_pad">

<div>

<center>

<p>

<!--<imgsrc="images/2.jpg" height="300" width="300"> -->

<form name="frm3" method="post">

<table style="padding:30px">

<tr><td>Name<td><input name="username">

<tr><td>Password<td><input type="password" name="pwd">

<tr><td colspan="2"<td align="center"><input type="submit" name="sub"><input type="reset">

</table>

</form>

</p>

</center>

</div>

<ul id="infoPan">

<li>

<h3><span>Shoulder Surfing Attack</span></h3>

<p class="descrip"><imgsrc="images/1.jpg"</p>

</li>

<li>

<h3><span>Graphical Passwords</span></h3>

<p class="descrip"><imgsrc="images/2.jpg"</p>

</li>

<li>

<h3><span>Authentication</span></h3>

<p class="descrip"><imgsrc="images/3.jpg"</p>

</li>

</ul>

</div>

</div>

</div>

<div id="foot">

<div id="foot\_cen">

<h6><a href="index.html">mcube</a></h6>

<ul>

<li><a href="index.html">Home</a></li>

<li class="space">|</li>

<li><a href="about.html">ABOUT</a></li>

<li class="space">|</li>

<li><a href="services.html">SERVICES</a></li>

<li class="space">|</li>

<li><a class="active" href="contact.html">CONTACT</a></li>

<li class="space">|</li>

<li><a href="http://validator.w3.org/check?uri=referer">xHtml</a></li>

<li class="space">|</li>

<li><a href="http://jigsaw.w3.org/css-validator/check/referer">CSS</a></li>

</ul>

<p>© Your Copyright Info Here. Designed by: <a href="http://www.templateworld.com" target="\_blank">Template World</a></p>

</div>

</div>

</body>

</html>

<?php

if(isset($\_POST['sub']))

{

extract($\_POST);

if(($username=="admin")&&($pwd=="admin"))

header("location:menu.php");

}

?>

Download:

<?php

$a=$\_REQUEST['bb'];

$b=$\_REQUEST['cc'];

$fh = fopen ("$a","r");

$c = fread($fh,filesize("$a"));

fclose($fh);

$fn = "$b";

header("Content-disposition:attachment;filename=".$fn);

echo $c;

?>

Homepage:

<!DOCTYPE html PUBLIC "-//W3C//DTD XHTML 1.0 Transitional//EN" "http://www.w3.org/TR/xhtml1/DTD/xhtml1-transitional.dtd">

<html xmlns="http://www.w3.org/1999/xhtml">

<head>

<meta http-equiv="Content-Type" content="text/html; charset=utf-8" />

<title>A Shoulder Surfing Resistant Graphical Authentication System</title>

<link href="css/styles.css" rel="stylesheet" type="text/css" media="all" />

<!-- STEP ONE: insert path to SWFObject JavaScript -->

<script type="text/javascript" src="js/swfobject/swfobject.js"></script>

<!-- STEP TWO: configure SWFObject JavaScript and embed CU3ER slider -->

<script type="text/javascript">

varflashvars = {};

flashvars.xml = "config.xml";

flashvars.font = "font.swf";

var attributes = {};

attributes.wmode = "transparent";

attributes.id = "slider";

swfobject.embedSWF("cu3er.swf", "cu3er-container", "800", "360", "9", "expressInstall.swf", flashvars, attributes);

</script>

</head>

<body>

<div id="head">

<div id="head\_cen">

<div id="head\_sup" class="head\_height">

<imgsrc="images/bannerBg.png" alt="" class="ban\_bg" />

<p class="search">

<label>SEARCH</label>

<input name="search" type="text" class="txt" />

<input name="search-btn" type="submit" class="btn" value="SEARCH" />

</p>

<h1 class="logo"><a href="index.html">SSRG</a></h1>

<ul>

<li><a class="active" href="index.html">Home</a></li>

<li><a href="adminlogin.php">Admin</a></li>

<li><a href="userlogin.php">User</a></li>

<li><a href="#">Logout</a></li>

</ul>

<div id="cu3er-container">

<a href="http://www.adobe.com/go/getflashplayer">

<img src="http://www.adobe.com/images/shared/download\_buttons/get\_flash\_player.gif" alt="Get Adobe Flash player" />

</a>

</div>

</div>

</div>

</div>

<div id="content">

<div id="content\_cen">

<div id="content\_sup">

<div id="ct\_pan">

<p style="text-align:justify;width:150px ">This evolution brings great convenience but also increases

the probability of exposing passwords to shoulder

surfing attacks.</p>

<p style="text-align:justify;width:120px">

Most of these image-based passwords are vulnerable to shoulder surfing attacks(ssAs).

</p>

<p style="text-align:justify;width:210px">

These three authentication schemes are still all vulnerable to shoulder surfing attacks as they may reveal the graphical passwords directly to some unknown observers in public...

</p>

<a href="#" class="tweet"></a>

</div>

<div id="welcom\_pan">

<h2><span>SSRG</span>Introduction</h2>

<p>Authentication based on passwords is used largely in applications for computer security and privacy. However, human actions such as choosing bad passwords and inputting passwords in an insecure way are regarded as ”the weakest link” in the authentication chain. Rather than arbitrary alphanumeric strings, users tend to choose passwords either short or meaningful for easy memorization.</p>

</div>

<ul id="infoPan">

<li>

<h3><span>Shoulder Surfing Attack</span></h3>

<p class="descrip"><imgsrc="images/1.jpg"</p>

</li>

<li>

<h3><span>Graphical Passwords</span></h3>

<p class="descrip"><imgsrc="images/2.jpg"</p>

</li>

<li>

<h3><span>Authentication</span></h3>

<p class="descrip"><imgsrc="images/3.jpg"</p>

</li>

</ul>

</div>

</div>

</div>

<div id="foot">

<div id="foot\_cen">

<h6><a href="index.html">mcube</a></h6>

<p>© Your Copyright Info Here. Designed by: <a href="http://www.templateworld.com" target="\_blank">Template World</a></p>

</div>

</div>

</body>

</html>

UploadFile

<!DOCTYPE html PUBLIC "-//W3C//DTD XHTML 1.0 Transitional//EN" "http://www.w3.org/TR/xhtml1/DTD/xhtml1-transitional.dtd">

<html xmlns="http://www.w3.org/1999/xhtml">

<head>

<meta http-equiv="Content-Type" content="text/html; charset=utf-8" />

<title>A Shoulder Surfing Resistant Graphical Authentication System</title>

<link href="css/styles.css" rel="stylesheet" type="text/css" media="all" />

</head>

<body>

<div id="head">

<div id="head\_cen">

<div id="head\_sup" class="head\_pad">

<p class="search">

<label>SEARCH</label>

<input name="search" type="text" class="txt" />

<input name="search-btn" type="submit" class="btn" value="SEARCH" />

</p>

<h1 class="logo"><a href="index.html">M CUBE</a></h1>

<ul>

<li><a href="index.html">Home</a></li>

<li><a href="#">Upload File</a></li>

<li><a href="userdet.php">User List</a></li>

<li><a href="filedet.php">File Details</a></li>

<li><a href="homepage.php">Logout</a></li>

</ul>

</div>

</div>

</div>

<div id="content">

<div id="content\_cen">

<div id="content\_sup" class="head\_pad">

<div>

<center>

<b>Upload File</b>

<p>

<form name="frm" method="post" enctype="multipart/form-data">

<table>

<tr><td>File Id<td><input name="fid" style="width:280px" value=

<?php

include("./db.php");

extract($\_POST);

$q=mysqli\_query($link,"select count(\*) from uploadfile");

$r=mysqli\_fetch\_row($q);

$c=$r[0]+1;

echo $c;

?>

>

<tr><td>File Name<td><input name="fname" style="width:280px">

<tr><td>Date<td><input type="date" name="date1" style="width:280px">

<tr><td>File<td><input type="file" name="photo" style="width:280px">

<tr><td colspan="2"><center><input type="submit" name="sub1" value="Upload">

<input type="reset" value="Cancel">

</center>

</table>

</form>

</p>

</center>

</div>

<ul id="infoPan">

<li>

<h3><span>Shoulder Surfing Attack</span></h3>

<p class="descrip"><imgsrc="images/1.jpg"</p>

</li>

<li>

<h3><span>Graphical Passwords</span></h3>

<p class="descrip"><imgsrc="images/2.jpg"</p>

</li>

<li>

<h3><span>Authentication</span></h3>

<p class="descrip"><imgsrc="images/3.jpg"</p>

</li>

</ul>

</div>

</div>

</div>

<div id="foot">

<div id="foot\_cen">

<h6><a href="index.html">SSRG</a></h6>

<ul>

<li><a href="index.html">Home</a></li>

<li class="space">|</li>

<li><a href="about.html">ABOUT</a></li>

<li class="space">|</li>

<li><a href="services.html">SERVICES</a></li>

<li class="space">|</li>

<li><a class="active" href="contact.html">CONTACT</a></li>

<li class="space">|</li>

<li><a href="http://validator.w3.org/check?uri=referer">xHtml</a></li>

<li class="space">|</li>

<li><a href="http://jigsaw.w3.org/css-validator/check/referer">CSS</a></li>

</ul>

<p>© Your Copyright Info Here. Designed by: <a href="http://www.templateworld.com" target="\_blank">Template World</a></p>

</div>

</div>

</body>

</html>

<?php

if(isset($\_POST['sub1']))

{

$fn=$\_FILES['photo']['name'];

extract($\_POST);

$f=$date1;

$fpath=$\_FILES['photo']['tmp\_name'];

$a=$fn;

$s=$\_FILES["photo"]["tmp\_name"];

$dest="file:///C:/wamp/www/shoulder/shoulder/uploads/$a";

$q1=mysqli\_query($link,"insert into uploadfile values($fid,'$fn','$date1','$dest')");

if($q1==1)

{

$d=move\_uploaded\_file($s,$dest);

if($d==1)

header("location:view.php");

}

else

echo "<script>alert('not uploaded')</script>";

}

?>